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Youth Group Behaviour Incident Data Privacy Statement
Purpose of data collection
Our youth group is committed to providing a safe and supportive environment for all children and young people. Occasionally, it may be necessary to record behaviour-related incidents to support safeguarding, wellbeing, and the smooth running of group activities.
What data we collect
We may collect:
· Name of the child or young person involved
· Date and details of the incident
· Names of any witnesses
· Actions taken
· Name of the leader completing the form
Lawful basis for processing
This data is collected under the lawful basis of legitimate interests and/or vital interests in accordance with the UK General Data Protection Regulation (UK GDPR). The data is processed to fulfil our duty of care and safeguarding responsibilities.
How data is stored
Incident data is submitted through a secure Google Form and stored within our organisation’s Google Workspace account. Access is strictly limited to designated safeguarding officers and youth group leaders who require it.
How long we keep data
We retain behavioural incident records for up to 2 years, unless there is a safeguarding concern that requires longer retention. After this period, data is securely deleted.
Who can access the data
Only authorised leaders with appropriate safeguarding training and responsibilities have access to incident records.
Your rights
You have the right to request access to data held about you or your child, request correction of inaccuracies, or request deletion where appropriate. To exercise these rights, please contact us at: email 
Contact
For more information, or to raise a concern about how your data is handled, please contact [insert name/role and contact info]. You also have the right to contact the Information Commissioner’s Office (ICO) at www.ico.org.uk.
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